BEFORE THE PUBLIC SERVICE COMMISSION

OF THE STATE OF MISSOURI

In the Matter of the Investigation of the
)

State of Competition in the Exchanges of
)
Case No. IO-2003-0281

Sprint Missouri, Inc.



)

FIDELITY COMMUNICATION SERVICES I, INC.’S SUGGESTIONS IN OPPOSITION TO SPRINT MISSOURI, INC.’S MOTION FOR MODIFIED PROTECTIVE ORDER


COMES NOW Fidelity Communication Services I, Inc. (“Fidelity”), by its undersigned attorneys, and pursuant to 4 CSR 240-2.090(1) and the Missouri Rules of Civil Procedure, submits these Suggestions in Opposition to the Motion for Protective Order filed by Sprint Missouri, Inc. (“Sprint”).

INTRODUCTION


On or about March 5, 2003, Sprint filed a Motion for Protective Order (the “Motion”) requesting the issuance of a “modified” protective order in this case, allowing information designated as “Highly Confidential” to be disclosed to internal subject matter experts (but not those in retail marketing, pricing, procurement or strategic analysis or planning) who would purportedly use such information solely for the purposes of preparing for and conducting this proceeding.  (Motion at ¶¶ 1-3).


It is quite telling that Sprint’s Motion has been filed in a case investigating the “state of competition” in its exchanges, and comes on the heels of its serving data requests on Fidelity seeking extensive proprietary information, including without limitation all previous and current business plans, business cases and marketing plans, revenue calculations on a month-by-month basis for all residential and business local exchange services, a list of all business customers, a copy of all contracts and/or agreements between Fidelity and its end user customers, and a copy of all financial reports prepared by Fidelity.  Put simply, Sprint’s Motion should be rejected as an impermissible attempt to “let the fox in the hen house,” without an adequate showing that Sprint is unable to hire suitable outside consultants or that such outside consultants are unable to conduct a meaningful review and analysis of the data to be presented in this proceeding.

ARGUMENT

1.
The due process argument advanced by Sprint in favor of the modified protective order has been rejected by the Commission.


With its Motion, Sprint does not raise novel issues of fact or law.  Rather, Sprint seeks to scrap the Commission’s standard protective order employed in hundreds of cases for over a decade, in an effort to disseminate internally, highly confidential information of a direct competitor, without any showing whatsoever that it will be prevented from participating in this proceeding without such an order.  The standard protective order has withstood the test of time as an effective means of balancing the needs of the party seeking production of sensitive company information and the party disclosing such information.  See, e.g., Case No. TO-97-40, Order Addressing Motion to Establish Procedural Schedule and Adopt Protective Order, issued August 9, 1996 at p. 4; Case No. TO-2000-322, Order Regarding Arbitration, issued November 29, 1999 at p. 3; and Case No. TO-2001-440, Order Regarding Motion for Reconsideration, issued October 9, 2001 at p. 4.  It should be noted that Sprint has been satisfied with the standard protective order over many years and in many cases, but now chooses to propose a modification in a case where it wants to access highly sensitive information of a competitor.


As its sole argument in support of the modified protective order, Sprint states that it “believes that limiting internal experts access to [highly confidential] information is unjustified and likely a violation of the due process right to examine information necessary to prosecute or defend claims.”  (Motion at ¶ 1) (emphasis added).  Sprint’s due process argument has, however, recently been rejected by the Commission in Case No. TR-2001-65, when proffered by AT&T in support of a very similar, if not identical, modified protective order.  In that case, the Commission held:

The Commission will not discard its standard protective order in favor of the hybrid sponsored by AT&T. While the Commission recognizes AT&T’s frustration, AT&T has not stated that it is unable to hire suitable outside consultants or that such outside consultants are unable to conduct meaningful reviews and analyses of the cost data. Other parties have evidently been able to do so, judging from their silence. Until such time as AT&T explains, with specificity, why it is unable to proceed under the existing protective order, the Commission will not modify that order.

AT&T characterizes the standard protective order as effectively denying its rights of due process. The Due Process Clause prohibits government from taking life, liberty or property without affording “due process of law.” [2] “The Due Process Clauses require that in order to deprive a person of a property interest, the person must receive notice and an opportunity for a hearing appropriate to the nature of the case. Moreover, due process contemplates the opportunity to be heard at a meaningful time and in a meaningful manner.”[3] As noted, AT&T has not explained just how it is that the present protective order prevents it from being heard in a meaningful manner.

In an administrative proceeding, “due process . . . does mandate that ‘a litigant have knowledge of the claims of his or her opponent, have a full opportunity to be heard and to defend, enforce and protect his or her rights.’"[4] However, so long as AT&T’s outside consultants are able to have full access to the cost data and are able to review and analyze it, AT&T is not deprived of due process. That data is designated “Highly Confidential” because access to it may well confer an unfair competitive advantage upon a competitor. AT&T’s desire to have access to that data for its employees must be balanced against the rights of other parties who have an interest in that data. Having considered the arguments of the parties, the Commission is not persuaded that AT&T has shown that its in-house experts must be afforded access to the data.[5]


Case No. TO-2001-65, Order Regarding Protective Order and Regarding Procedural Schedule, issued July 8, 2002 at p. 4 (citations omitted).
  The same logic applies here, and, accordingly, Sprint’s Motion should be denied.

2.
The Missouri Rules of Civil Procedure, which govern the scope of discovery available to Sprint in this proceeding, provide for the entry of “attorneys and outside experts’ eyes only” protective orders to minimize the impact of disclosing highly confidential information to a competitor.


Pursuant to Commission rule, “[d]iscovery may be obtained by the same means and under the same conditions as in civil actions in the circuit court.”  4 CSR 240-2.090(1) (emphasis added).  Missouri law recognizes the impact that producing sensitive and confidential information can have on a litigant and therefore provides for the entry of protective orders to guard against discovery abuses and inadvertent or unnecessary disclosure of confidential business material.  Rule 56.01(c)(7) of the Missouri Rules of Civil Procedure provides that

[u]pon motion by a party or by the person from whom discovery is sought, and for good cause shown, the court may make any order which justice requires to protect a party or person from annoyance, embarrassment, oppression, or undue burden or expense, including one or more of the following: (7) that a trade secret or other confidential research, development, or commercial information not be disclosed or be disclosed only in a designated way.  

Mo.R.Civ.P. 56.01(c)(7) (emphasis added)
; See also 4 CSR 240-2.085.  Under this rule, “good cause” includes “proprietary and technical information, financial information and business strategy or marketing information which, if revealed to a competitor, would put a company at a competitive disadvantage.”  In re Adobe Systems, Inc. Securities Litigation, 141 F.R.D. 155, 158 (N.D. Cal. 1992).  See, also,  Miles v. Boeing Co., 154 F.R.D. 112, 114 (E.D. Pa. 1994) (“good cause” exists to protect a party from being put at a competitive disadvantage);  Georgia Television Co. v. TV News Clips of Atlanta, Inc., 718 F.Supp. 939, 953 (N.D. Ga. 1989) (same).


In this case, “good cause” clearly exists for the entry of a protective order.  Sprint’s discovery requests ask for virtually all of Fidelity’s operating data and strategic business plans.  Although Fidelity has objected to numerous requests that are clearly irrelevant to the instant investigation, the bulk of the material requested by Sprint can be grouped into the following categories: 


(1)  Marketing Strategies, including all previous and current business plans, business cases, marketing plans and advertisements.


(2)  Financial Information, including revenue calculations on a month-by-month basis for all residential and business local exchange services, all financial and annual reports, dollars invested in, and maintenance expenses associated with, outside plant and central office equipment, and 911 and city franchise surcharges.


(3)  Customers, including a list of all business customers and a copy of all contracts with end users.


(4)  Services, including a list, by exchange, of all residential and business services provided, as well as the number of residential and business access lines 

This information goes to the heart of Fidelity’s business, and Fidelity takes special care to ensure that this information is not disclosed to the public or its competitors.


If this information is made public, or made available to Sprint’s in-house personnel, Sprint would acquire a road map to Fidelity’s internal pricing practices and marketing strategies.  Sprint could utilize this information to harm Fidelity’s ability to obtain or maintain competitive force in the market by anticipating changes in Fidelity’s costs and prices and tailoring its own marketing strategies to undermine or defeat Fidelity’s marketing efforts.

3.
Because Sprint and Fidelity are direct competitors, the Commission should adopt the standard protective order in this case, preventing the disclosure of “highly confidential” discovery material to persons other than attorneys and outside experts.


Sprint’s sole objection to the entry of Commission’s standard protective order is that it allows the parties to designate material as “highly confidential” and therefore available to “attorneys and outside experts’ eyes only.”  This case is, however, an investigation into the state of competition in Sprint’s exchanges, and Sprint and Fidelity are direct competitors.  When the parties are direct competitors, the parties’ files as a whole are due a greater level of protection.  Hartman, Jr., v. Remington Arms Co., Inc., 143 F.R.D. 673, 676 (W.D. Mo. 1992).  As a result, two-tier protective orders which allow the parties to classify documents as “attorneys’ eyes only” are standard practice in lawsuits between competitors.  See, e.g., Brown Bag Software v. Symantec Corp., 960 F.2d 1465, 1471 (9th Cir. 1992) (upholding “attorneys’ eyes only” protective order); Centurion Ind., Inc. v. Warran Steurer and Assoc., 665 F.2d 323, 327 (9th Cir. 1981) (upholding protective order that limited disclosure of confidential material to “plaintiffs’ counsel and plaintiffs’ experts employed to testify in the action.”).  This is particularly true when there is “some risk that a party might use the information or disseminate it to others who might employ it to gain a competitive advantage over the producing party.”  Westside-Marrero Jeep Eagle, Inc. v. Chrysler Corporation, Inc., 1998 WL 186728, 2 (E.D. La.).  Considering the disparity in size between Sprint and Fidelity, the harm that can be done to a fledgling CLEC operation by providing this information to a very large competitor far outweighs any probative value of access to this type of information by Sprint’s in-house experts.

CONCLUSION


In sum, this Commission’s own precedent, as well as the case law interpreting the scope of discovery available under the Missouri and federal rules of procedure, recognize that the disclosure of highly confidential information to competitors is susceptible to abuse and warrants a greater degree of protection.  Sprint has simply not demonstrated how it will be unable to advocate its cause in this case if Fidelity’s highly confidential information is made available only to Sprint’s attorneys and outside experts.


WHEREFORE, Fidelity Communication Services I, Inc., respectfully requests that the Commission deny Sprint Missouri, Inc.’s Motion for Protective Order, and instead issue its standard protective order.
Dated:  March 14, 2003
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Attorneys for Fidelity Communication Services I, Inc.

CERTIFICATE OF SERVICE
The undersigned certifies that a true and correct copy of the foregoing instrument was mailed or hand-delivered this 14th day of March, 2003 to:

Lisa Creighton Hendricks

Sprint Missouri, Inc.

6450 Sprint Pkwy

Overland Park, Kansas  66251

W.R. England, III

Sondra B. Morgan

Brydon, Swearengen & England, P.C.

P.O. Box 456

Jefferson City, Missouri  65102-0456

Brent Stewart

Stewart & Keevil, L.L.C.

1001 Cherry Street, Suite 302

Columbia, MO  65102

Mike Dandino

Office of Public Counsel

P.O. Box 7800

Jefferson City, Missouri  65102



Bill Haas



Missouri Public Service Commission



P.O. Box 360

Jefferson City, Missouri  65102

Rebecca B. Decook

AT&T Communications of the Southwest, Inc.

1875 Lawrence Street, Ste. 1575

Denver, CO  80202






















Sheldon K. Stock

� Note that AT&T has a pending Motion for Reconsideration that has not yet been ruled upon by the Commission.


� This rule is modeled after Rule 26(c)(7) of the Federal Rules of Civil Procedure and therefore federal precedent concerning entry of protective orders is persuasive authority.  Stortz by Stortz v. Seier, 835 S.W.2d 540 (Mo. 1992).


� Fidelity anticipates further discovery on these issues as this matter proceeds in the form of data requests, interrogatories, depositions, etc.  
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